|  |  |  |
| --- | --- | --- |
| Spoofing Identity | Eve steals bob’s credentials and logs in to the system | Need to add OTP authentication after login |
| Tampering with Data | Password configuration file unencrypted and can be changed | Sensitive data in configuration files need to be encrypted using strong algorithm |
| Reputability | All users can access DB and delete records | Need to create another kind of admin user that only he can access the DB |
| Information Disclosure | All users can read/write to customer DB | Need to separate only read users and read/write users |
| Denial of Service | Distributed denial of service attack | Hide the server IP with VPN |
| Elevation of Privilege | Eve steals developer machine and gets access to the project source code | All developers should work with git system and keep the machine locked all time |